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Abstract
Face recognition presents a challenging problem in the field of image analysis and computer vision, and as such has
received a great deal of attention over the last few years because of its many applications in various domains such as
information security, access management, biometrics, law enforcement etc. In this paper, an overview of some of the well-
known methods developed for this purpose and attempts to give an idea of the state of the art of face recognition technology.
In this paper we compare various methods of face recognition using feature extraction techniques PCA, LDA and SIFT. We
extract the features using PCA, LDA, and SIFT and go for recognition. Finally we get recognition results and compare the
all results.  And conclude which one is best one in various aspects.
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I.  INTRODUCTION
SECURITY is the one of the main concern in today’s world.  Whether it is the field of telecommunication, information,
network, data security, airport or home security, national security or human security, there is various techniques for the
security. Biometric is one of the modes of the security. A biometrics is, “Automated methods of recognizing an individual
based on their unique physical or behavioral characteristics.”[1]. Biometrics consists of two classes:

Physiological and Behavioral. Physiological traits include face, fingerprint, iris, hand and DNA. Signature and voice are the
part of Behavioral class.

In the fear of the terrorism the face recognition techniques are used at airport, seaport in the case of national security. But the
methods used at these places are conventional biometric methods and thus static as it is mainly based on cross matching the
face the traveler with that in the international passport and fingerprints.  At present, identification of the suspects with the old
technique is not reliable in case of cosmetic or plastic surgery modification of their faces. Although a new technique in which
database of biometric information including faces and fingerprints are used to
Identify a person.

Identification and Verification are the two main function of the Recognition system. Verification is Authenticating identity of
an    individual by comparing a presented characteristic to a pre-enrolled characteristic while Identification is determining the
identity of an   individual by comparing a presented characteristic to all pre-enrolled in the database. In simple words “Are
you who you say you are?”  Is Verification and “Who are you?” is Identification.

For the Researchers Face Recognition is among the tries work. It is all because the human face is very robust in nature; in
fact, a person’s face can change very much during short periods of time (from one day to another) and because of long
periods of time (a difference of months or years). One problem of face recognition is the fact that different faces could seem
very similar; therefore, a discrimination task is needed. On the other hand, when we analyze the same face, many
characteristics may have changed. These changes might be because of changes in the different parameters. The parameters
are: illumination, variability in facial expressions, the presence of accessories (glasses, beards, etc); poses, age, finally
background  [2],[3],[4].We can divide  face recognition techniques  into two big groups, the applications that required face
identification and the ones that need face verification. The difference is that the first one uses a face to match with other one
on a database; on the other hand, the verification technique tries to verify a human face from a given sample of that face [5] .

Feature extraction methods can be distinguished into three types:  (1) a generic method is based on the analysis of edges,
lines, and curves ; (2) feature-template-based methods is based on the  detection of the  facial features such as eyes; (3)
structural matching  methods that take into consideration geometrical constraints on the features [1],[6],[7].

The paper is organized as follows: Section (II) covers our compared methods introduction, section (III) we explain how face
recognition is done in each method. In section (IV) we present an experimental results of evaluating the techniques are
presented.  Finally, conclusions with limitation of work are summarized in Section V.
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II .INTRODUCTION TO COMPARED METHOD
2.1 LDA Method
Latent Dirichlet allocation (LDA) is a generative model that allows sets of observations to be explained
by unobserved groups that explain why some parts of the data are similar. For example, if observations are words collected
into documents, it posits that each document is a mixture of a small number of topics and that each word's creation is
attributable to one of the document's topics.

2.2 PCA
Principal component analysis (PCA) is a statistical procedure that uses an orthogonal transformation to convert a set of
observations of possibly correlated variables into a set of values of linearly uncorrelated variables called principal
components. The number of principal components is less than or equal to the number of original variables. This
transformation is defined in such a way that the first principal component has the largest possible variance (that is, accounts
for as much of the variability in the data as possible), and each succeeding component in turn has the highest variance
possible under the constraint that it is orthogonal to the preceding components. The resulting vectors are an uncorrelated
orthogonal basis set. The principal components are orthogonal because they are the eigenvectors of the covariance matrix,
which is symmetric. PCA is sensitive to the relative scaling of the original variables.

2.3.SIFT(Scale-invariant feature transform)
Using SIFT (Scale Invariant Feature Transform) feature which are invariant to rotation, scaling and translation for identifying
faces. The rotation, scale and translation invariant SIFT features are extracted from the face image.

III.METHODS USED
Classify face images based on LDA and the nearest neighbor classifier. For matching score calculation the 'cos' distance is
used. After computing the similarity matrix the results are evaluated and some graphical and numerical results are shown.

Classify face images based on PCA and the nearest neighbor classifier. For matching score calculation the 'mahcos' distance
is used. After computing the similarity matrix the results are evaluated and some graphical and numerical results are shown.

SIFT key points of objects are first extracted from a set of reference images and stored in a database. An object is recognized
in a new image by individually comparing each feature from the new image to this database and finding candidate matching
features based on Euclidean distance of their feature vectors. From the full set of matches, subsets of key points that agree on
the object and its location, scale, and orientation in the new image are identified to filter out good matches. The determination
of consistent clusters is performed rapidly by using an efficient hash table implementation of the generalized Hough
transform. Each cluster of 3 or more features that agree on an object and its pose is then subject to further detailed model
verification and subsequently outliers are discarded. Finally the probability that a particular set of features indicates the
presence of an object is computed, given the accuracy of fit and number of probable false matches. Object matches that pass
all these tests can be identified as correct with high confidence.

A match is accepted only if its distance is less than dist. Ratio times the distance to the second closest match.

IV.EXPERIMENTAL RESULTS
For better result we use 400 face images of 40 different people with several expressions. It is store in 40 subfolders should
contain 10 images in PGM format. We select 120 images as trained image randomly and tests are done in 400 images. Then
make recognition and calculate recognition rate for each method and FAR (False Acceptance Rate). Through this we
compare these three methods.

Face detection itself is a challenge. We have presented in this paper a novel technique of face recognition that is independent
of the aging factor, orientation, pose, facial expression and presence of accessories like glasses, beards, etc by considering the
fiducially points. But it has certain limitations of recognition under various lighting conditions.  At first glimpse, the results
on test data was in between 60% and 70%. This was much lower than results reported so far. On Analysis carefully we
explore that this was due to robustness in lighting conditions in selected images.

Further research is proposed to develop person identification numbers (PINs) on the basis of these fiducially points. PIN’s
system is more accurate and inexpensive. As the PIN’s are individualized character so can’t be stolen by someone. There is
no need of carrying or remembering them like passwords.
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The proposed system focused on still images, a video-based face recognition provides several advantages over still image-
based face recognition [19],[20].

Fig 4.1 FAR for LDA

Fig 4.2 Recognition Rate for LDA

Fig 4.3 FAR for PCA
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Fig 4.4 Recognition Rate for PCA

SOME PERFORMANCE METRICS:
Identification experiments :(LDA)
The rank one recognition rate equals (in %): 66.07%

Verification/authentication experiments:
The equal error rate equals (in %): 5.03%
The minimal half total error rate equals (in %): 4.72%
The verification rate at 1% FAR equals (in %): 86.79%
The verification rate at 0.1% FAR equals (in %): 66.79%
The verification rate at 0.01% FAR equals (in %): 45.00%

Identification experiments (PCA)
The rank one recognition rate equals (in %): 86.07%
Verification/authentication experiments:

The equal error rate equals (in %): 4.28%
The minimal half total error rate equals (in %): 4.09%
The verification rate at 1% FAR equals (in %): 90.00%
The verification rate at 0.1% FAR equals (in %): 76.43%
The verification rate at 0.01% FAR equals (in %): 64.29%

Identification experiments :( SIFT)
The rank one recognition rate equals (in %): 96.07%
Verification/authentication experiments:
The equal error rate equals (in %): 4.28%
The minimal half total error rate equals (in %): 4.09%
The verification rate at 1% FAR equals (in %): 90.00%
The verification rate at 0.1% FAR equals (in %): 76.43%
The verification rate at 0.01% FAR equals (in %): 64.29%

Through this experiment SIFT give accurate result. It also gives high recognition result. SIFT also give accurate result in
Scale variation, rotated picture, emotional variation etc.,

V. CONCLUSION
Face recognition is taking place in many sectors nowadays because it works well under constrained conditions. But there can
be many advances in this direction because there are vast scopes of improvement and development. As considered above, all
current face recognition the algorithms fail under the vastly varying condition under which humans need to and able to
identify other people. So, future work can be done in the direction that people can recognize the images in „Real -Time‟ in
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less constrained condition. Almost all traditional and recent methods of face recognition are facing the problems such as
change in illumination, pose variation, and change in expressions, aging factors and alignment. So, SIFT is one of the
promising future in face recognition approach to solve above said drawbacks.
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